
 

 

CVE-2022-48224 
 

An issue was discovered in Acuant AcuFill SDK before 10.22.02.03. It is installed with insecure 
permissions (full write access within Program Files). Standard users can replace files within this directory 
that get executed with elevated privileges, leading to arbitrary elevated code execution (elevation of 
privileges). 
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